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DO YOU USE YOUR PERSONAL
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If so, Stanford has
important security tools
for you to use - for your
own safety, and for the
university's protection.

9 USING MOBILE DEVICE
@ MANAGEMENT IS REQUIRED.

If you do any Stanford work on your personal mobile
device, such as checking email, you must have Mobile
Device Management (MDM) active.

IT'S EASY!
FOLLOW THE STEPS AT
MDM.STANFORD.EDU [

At mdm.stanford.edu, you'll find instructions for
activating MDM for i0S and Android devices.

BENEFITS OF SECURING
YOUR MOBILE DEVICE
WITH MDM:

MDM applies a bundle of settings that enhance security
across multiple Stanford services that you might access on
your device, like email, calendar, and VPN. MDM gives you:
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